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Introduction 

 

This Code of Conduct is intended to provide guidance for the conduct and supervision of 

employees of FNS Holdings PCL ( FNS)  and its subsidiaries ( the Group) .  The issues addressed 

and policies described here are primarily of a compliance, supervisory or regulatory nature.  This 

Code of Conduct is neither a summary of, nor a substitute for, the laws and regulations governing 

the activities of the Group.  Some policies are imposed by law or regulatory requirements while 

others have been internally developed for the protection of the Group, its clients and personnel. 

These internally developed policies, reflecting good business practices and ethical considerations, 

may go beyond legal or regulatory requirements.  Some subsidiaries may require additional 

compliance protocols in some or all of the areas covered. 

 

All employees are required to read this Code of Conduct carefully and adhere to its principles. Of 

course, no Code of Conduct can anticipate or cover all possible situations, and particular 

circumstances may warrant an exception from our policies.  Therefore, when an issue arises that 

cannot be resolved by reference to the Code of Conduct or when there is a situation that might 

warrant a policy exception, employees should seek the advice of their Corporate Secretary Office 

prior to taking any action. 

 

1. General Business Ethics, Laws and Compliance 

 

1.1  Ethical Standards 

 

“ Employees of FNS Holdings PCL and its subsidiaries ( the Group) ”  means Directors, 

Management Team and Employees   

 

FNS is proud of its reputation for integrity and fair dealing. Our reputation for commitment to our 

client’s best interests and integrity in all business activities is the most valuable asset of the Group, 

and maintaining it is the Group’ s paramount goal.  To maintain this reputation, the Group is 

committed to conducting its business in accordance with applicable laws, industry regulations and 

high ethical standards. 

 

The financial services industry is one of the most heavily regulated businesses in the world. 

Adherence to all laws, rules and regulations applicable to the business is essential. However, FNS’s 

clients, potential clients, competitors and shareholders have come to expect much more than simple 

obedience to the law.  Employees must demonstrate sound ethics, honesty and fairness in all their 

dealings as if their personal reputation were at stake. 

 

This Code of Conduct sets forth basic standards for your behavior as an employee of the Group. 

The Group also expects you to assume a sense of personal responsibility for ensuring that all of 

your colleagues respect these standards.  

 

Protecting the Group’ s reputation is everyone’ s obligation.  Employees have an obligation to 

question situations that may violate the Group’ s ethical standards of business conduct.  Any 

impropriety should be promptly reported to the appropriate level of management for resolution. 
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1.2 Corporate Secretary Office  
 

Each of FNS’ s subsidiaries operating regulated businesses has its own corporate secretary office 

to provide advice on regulations and correct business practice.  The corporate secretary office 

render advice and counsel to business units on subjects as diverse as corporate affairs, Group 

interpretations of statutes and regulations and reviewing and commenting on proposed laws or 

regulations.  The corporate secretary office report to the Audit Committee and Board of Directors 

of their companies and in parallel report to the Managing Director. In rendering advice and in 

determining when issues should be brought to the attention of the Head of the Business Unit, the 

corporate secretary office staff must act in the best interests of the Group, as opposed to the 

individual interests of any business entity or employee. 

 

1.3  Exercising Sound Judgment 

 

It is impossible for any code of conduct to formulate standards that anticipate every aspect of a 

business as diverse as ours.  The Group depends upon you to exercise your best judgment in 

performing the variety of tasks that comprise FNS’s business. For this reason the code of conduct 

is not precise but is intended as a set of general guidelines.  

 

Where this code articulates a specific standard of conduct, you are expected to conform to it. 

 

In the areas that are not specifically addressed however, you should conduct yourself in the spirit 

of the Code of Conduct.  You should consider whether there is any doubt about the legality of the 

proposed action and whether it may embarrass rather than enhance the Group’ s ( or your) 

reputation. Your own experience and common sense will usually tell you if you are acting correctly 

or if you are entering a grey area where your motives and actions could be called into question. 

Assuming, as you must, that any actions you or the Group takes could ultimately be publicized, 

you should consider how the Group (and you) would be perceived in the harsh glare of publicity. 

As a final guiding principle, when in doubt, stop, reflect and ask.  Should you feel you need 

guidance, please contact or call upon your corporate secretary office  

 

1.4  Applicable Laws 

 

FNS conducts its business in conformity with all laws in jurisdictions in which it transacts 

business.  As a representative of the Group, you are expected to be familiar with and to abide by 

the laws and rules that apply to your activities. 

 

However the Group is subject to a multitude of securities, banking, finance laws and other relevant 

regulations and rules, including corporate law, etc.  which may affect your business.  If you are 

uncertain about the laws of a particular jurisdiction or whether certain acts or practices comply 

with the law, contact your corporate secretary office. 

 

 

 

 

 

- 1 - 
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1.5  Misconduct 

 

FNS’s employees are the Group’s first line of support for the Group’s reputation for integrity and 

its first line of defense against civil and criminal liability, as well as unethical business practice. If 

you believe that something you have done may violate the law or the Group’ s code of conduct, 

you should report your action to your corporate secretary office, the Managing Director or 

Executive Directors of your company. Equally, if you become aware of illegal or improper conduct 

by another Group employee, or if you see signs of impropriety, it is your obligation to report your 

observations to your corporate secretary office. Until the Group’s management learns of a problem, 

the Group cannot deal with it appropriately. Concealing improper conduct compounds a harm, and 

may prevent prompt countermeasures that could prevent or mitigate any actual damage. 

 

Concerns about illegal or improper behavior that you believe may be significant must be reported 

to your corporate secretary office.  You should ordinarily communicate your concerns about 

relatively minor improprieties to the head of your business unit.  If you believe that this course 

would not be productive or appropriate however, you may report to your corporate secretary office 

in order to assure that the situation will be addressed. 

 

The Corporate secretary office must report any employee who violates or breaches laws, rules, 

regulations or the standard of conduct to the Managing Director of the company for evaluation and 

determination of the appropriate penalty, if any.  The Corporate secretary office will later inform 

the Board of Directors about such misconduct and result of consideration and disciplinary action 

of the Managing Director.  In the case of violent misconduct or executive misconduct, Corporate 

Secretary Office must immediately report to the Board of Directors for evaluation and 

determination of the appropriate disciplinary action, if any. 

 

1.6  Penalties for Noncompliance 

 

It is a condition of employment that any employee who violates or breaches the standard of conduct 

may be subject to disciplinary action that includes, without limitation, warnings, reprimands, 

suspensions, probation, dismissal and termination of employment for cause by the Managing 

Director or the Board of Directors ( as the case may be) .  Civil and criminal penalties could also 

result, including imprisonment, fines, and the loss or suspension of the Group’s license to engage 

in certain lines of business.  In addition, the Group may be required to report certain types of 

disciplinary actions to regulators and law enforcement officials. 

 

 

2. Confidentiality 

 

2.1 Proprietary Information  

 

While employed by the Group, you may develop or become aware of information that may have 

intrinsic value to the Group, its clients or other parties with which the Group has a relationship or 

that may provide the Group with a competitive advantage.  All such information is regarded as 

proprietary and since it is generally not known to the public, it is also regarded as confidential. As 

- 2 - 
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an employee of the Group, you are obligated to safeguard and prevent the disclosure and/or misuse 

of all such information.  

You may not use proprietary or confidential information for their own benefit or for the benefit of 

any party other than the Group. You must also not disclose proprietary or confidential information 

to anyone either inside or outside the Group, except in connection with the business of the Group 

and in a manner consistent with the Group’s interests.  

 

2.2 Inside Information 

 

Thai Securities Law prohibits persons in possession of material non-public (“ inside information”) 

from taking advantage of such information in connection with the purchase or sale of securities, 

the recommendation of the purchase or sale of such securities to others, or the disclosure of the 

information to others who may take advantage of it in the purchase or sale of securities. 

Information is non- public until it has been communicated to the marketplace.   See section 5 on 

“Investing in Securities” for more details on this matter. 

 

2.3 Client Confidentiality 

 

Confidentiality between the Group and its clients is a fundamental business principle.  In the 

conduct of our business, we receive a great deal of non- public information.  Much of this 

information may be sensitive with a potential impact on market conditions, negotiations, strategic 

positioning, or relationships with clients.  All information concerning a client’ s transactions, 

accounts and affairs must be considered confidential and must not be disclosed except with the 

client’ s permission or by order of the proper authority.  It is essential therefore, that you maintain 

confidentiality and ensure that such information is used only for the specific purpose or transaction 

for which it was given.  Non- public information must not be discussed internally unless required 

during the normal routine of our work and must not be passed on to employees who are not directly 

involved in a project or to family members (including spouses), friends, and other persons outside 

of the Group. 

 

In all circumstances, the client’ s interest must be the first consideration.  Successful relationships 

with our clients are based on their faith in the Group’ s ability to maintain the confidentiality of 

information entrusted to the Group.  You must exercise care in handling confidential information 

concerning the Group’ s activities.  All employees share in the responsibility for safeguarding 

confidential information obtained in any manner. 

 

 2.4 Proprietary or Confidential Information Security 

 

Caution must always be exercised in discussing client information outside the Group, especially 

in the presence of anyone not connected with the Group or not authorized by the client to have 

access to the information.  You should avoid placing confidential documents in office areas, 

including fax and photocopy machines, where they may be read by persons not authorized to read 

them. These and all other data outputs containing proprietary or confidential information must be 

properly filed or stored and kept in locked file cabinets or a secure place at all times.  All such 

material should be restricted from public view, including fax and photocopy machines, removed 

from desks and work areas and properly secured at the end of the day.  You should not remove 
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proprietary or confidential information from the Group’s premises unless absolutely necessary. If 

you take proprietary or confidential information out of the office for business purposes, you must 

keep it on your person or in a secure place at all times and return it promptly to the Group’ s 

premises. 

 

You should take special care in public places such as elevators, restaurants, airplanes, and other 

public places, including when using speakerphones, mobile phones, fax and photocopy machines 

or message services to ensure that casual conversations or inadvertent displays of proprietary or 

confidential information do not lead to the release of such information.  

 

Code names should be used for sensitive projects and solicitations. Where code names have been 

assigned to a project, all documents and information generated internally by the Group with respect 

to that project should, as appropriate, refer to the relevant companies only by their code names. 

 

Access to the Group network will be granted only to authorized network users on a “need to know” 

basis and only for official and authorized Group business.  Confidential databases and other 

confidential information accessible by computer should be maintained in computer files that are 

password- protected or otherwise secure against access by unauthorized persons.  You should not 

disclose their computer passwords to anyone at the Group or outside the Group.  Please see ‘ IT 

Security Guideline for Users’ for more details. 

 

2.5  Chinese Walls 

 

To control and prevent the flow of confidential and proprietary information including the 

dissemination and misuse of material non- public information, the Group has created “ Chinese 

Walls”  to separate employees who receive non- public information in the routine course of their 

employment from other employees. Chinese Walls involve physical separation and organizational 

segregation of functions within the Group ( i. e.  Investment Banking, Research, etc. )  to provide 

separate control and management over each of the functions.  Employees within such Chinese 

Walls must take extra care to maintain the confidentiality of pending non-public matters or projects 

and therefore, may not discuss such matters with anyone other than persons who have a specific 

“need to know” for business purposes.  

 

 

3. External Business Activities and Conflicts of Interest 

 

3.1  External Business Activities/ Outside Employment 

 

No employee will be permitted to engage in private business activities or interests outside the 

Group that may give rise to conflicts of interest with the Group’s integrity or reputation. A conflict 

may exist if an employee’s activity or interest is, or may reasonably give the appearance of being, 

inconsistent with the best interests of the Group and/or its clients.  

 

Full-time employees of the Group are expected to devote their undivided professional attention to 

their position at Group.  Therefore, employees may not be employed outside of the Group, either 
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full-time or part-time, with or without compensation, unless permission is granted by the Managing 

Director.  

 

3.2 Directorships 

 

Employees may not serve as a director or other officer of company outside the Group unless 

permission is given by their Managing Director in advance.  Permission will routinely be granted 

to the employee to serve as a non- executive director or other officer of a family firm so long as it 

is not a company quoted on the stock exchange, that you are required to give it only minor 

attention, and the firm’s activity is not competitive with the Group’s activities. 

 

3.3  Conflicts of Interest  

 

Conflicts of interest arise when an individual’s position or responsibilities with the Group present 

an opportunity for personal gain apart from the normal rewards of employment.  Employees must 

make objective business decisions based on the best interests of the Group and its clients without 

any consideration of personal gain.  The Group expects you to avoid any activity, interest or 

association that could potentially interfere with your responsibilities or judgment on behalf of the 

Group or its clients. 

 

Performance of day- to- day job responsibilities may expose you to potential conflicts of interest. 

You should be particularly mindful not to use Group knowledge or influence to further your 

personal interests.  You are prohibited from causing the Group to purchase services or products 

from your family members or businesses in which you or your family has a significant or 

controlling interest, unless otherwise authorized to do so after disclosure of the pertinent facts to 

your Managing Director. In addition, the Group prohibits illegal or improper acquisition of market 

or competitive information for personal use or gain. 

 

3.4  Requests from Client for Legal or Tax Advice 

 

Clients may ask you, from time to time, to give them legal and tax advice with regard to the 

complex rules relating to securities, or other issues about which they assume you have knowledge. 

Group policy prohibits you from giving legal and tax advice to a client unless it lies within the 

scope of specific areas of the Group’s expertise. 

 

When a client asks you to provide legal assistance or general background on a legal question, you 

should encourage him or her to consult independent counsel.  Similarly, clients requiring detailed 

tax guidance or strategic advice should be referred to their tax advisor. 

 

 

4. Gifts and Entertainment 

 

Business entertainment and exchanging of gifts is a normal part of business, but if the value of 

such entertainment is excessive the exchange could be perceived as bribery or corruption.  These 

guidelines try to distinguish between “normal” and “excessive” situations and are very subjective. 

Common sense will be your best guide to what is appropriate. 



7 

 

 

Employees should not request gifts or entertainment from customers, potential customers, business 

partners or regulations 

 

Employees should neither receive gifts/ entertainment from nor present gifts/ entertainment to 

customers, potential customers, business partners and regulators of the Group or to government 

authorities which may be regarded as bribery, corruption, which give rise to a debt of gratitude 

beyond the ability of the individual to reciprocate in the normal course of business, or which would 

be considered excessive or inappropriate by the normal standards of the Group. 

 

Employees should normally receive or present gifts or entertainment only in events of charity, 

customary festivals and special occasions such as New Year, Chinese New Year and birthdays, or 

when the entertainment extended is considered to be in the normal course of business.  Such gifts 

should be of nominal value, and should not result in putting the recipient under a sense of 

obligation or in a position of being unable to reciprocate appropriately. 

 

In the event that an employee is offered entertainment or gifts which are not acceptable under 

clauses above, he should attempt to decline the gifts or entertainment in a gracious fashion, 

explaining the Group’s policy on such matters. Please note that accepting gifts / entertainment or 

giving gifts/  entertainment must conform with Anti- Corruption Policy and Anti- Corruption 

Guidelines 

 

Notes  

 

“ Gifts”  mean cash, securities, gift vouchers, goods, loans, business or investment opportunities, 

discounts of products or services, commissions, compensating benefits, etc.  Exceptions are 

training courses, organized by customers, business partners of the Group, and government 

agencies, to provide knowledge to employees of the Group; or goods provided for charity. 

 

“Entertainment” mean party or entertainment /  recreation outside the Group’s premises (such as 

sporting events, shows, cinemas, and concerts)  and domestic and overseas travel not undertaken 

on behalf of the Group.  Exceptions are entertainment organized to promote business relationship 

or for charity. 

 

 

5. Investing in Securities 

 

Employees of the Group have privileged access to information on customers and their financial 

affairs.  This information should only be used for conducting business between the Group and the 

customer concerned.  It should not be shared with third parties or used for personal benefit.  In 

particular, employees may have advanced knowledge of actions which the Group or its customers 

will take and which may have an impact on prices of listed securities.  Using this information for 

personal benefit is usually referred to as “insider trading” and is a clear breach of business ethics. 

These guidelines are intended to prevent any misunderstandings or conflicts of interest arising 

between the Group, its employees and its customers.  
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5.1 Employees should not disclose or use insider information concerning the Group or its 

customers for their personal interests or for the interests of related persons. 

 

5.2 Employees should not conduct any investment activities which may be regarded as an offence 

against the Securities and Exchange Act. 

 

5.3 Employees who have insider information should not invest, nor should they instruct or suggest 

to related persons that they invest in securities concerning which they have insider 

information which may have an impact on the prices of such securities. 

 

5.4 Employees should exercise caution when conducting margin trading, or when incurring 

indebtedness to conduct investments in listed securities.  Employees should ensure that their 

total liability remains within their ability to repay. 

 

5.5 Employees should avoid all forms of borrowing from unlicensed money lenders. 

 

5.6 Employees must report the possession of securities according to the provisions contained in 

the Securities and Exchange Act 1992, and in accordance with the requirements of law. 

 

Notes 

 

a) “Related Persons”  includes : 

 Employees’ spouses 

 Employees’ spouses or children 

 Any juristic person in which employees or persons under (1) or (2) holds at least 20% of 

the total shares. 

 

b) “ Securities”  mean shares, debentures, derivatives, options, or warrants of the Group, 

listed affiliates of the Group, or of listed companies that are customers of the Group. 

 

c) “ Investment”  means buying and selling of securities, agreement to buy and to sell 

securities (including options) which are listed in the Stock Exchange of Thailand. 

 

 

6. Money Laundering 

 

Money laundering is the conversion of illegally obtained money or assets into money or assets that 

have legal status, and it is criminal offence under the Anti-Money Laundering Act of 1999 and/or 

amended. You should be aware that any employee who violates the provisions under the Anti-

Money Laundering Act may be regarded as committing a criminal offences and may be punished 

according to the Anti- Money Laundering Act.  There are many types of illegal activities which 

give rise to money laundering. 

 

- Drug trafficking 

- Trade in women and children 

- Deception and fraud of the public 



9 

 

- Criminal misappropriation of funds by managing director or persons, who are responsible 

or involved in the operation of financial institutions 

- Malfeasance in office 

- Extortion or blackmail 

- Smuggling 

 

These guidelines are intended to make employees aware of actions which could violate the terms 

of the Anti-Money Laundering Act. 

 

6. 1 Employees should not violate Thai government or internal regulations governing money 

laundering. 

 

6.2 Employees should not conspire, provide assistance, or get involved with customers or others 

to commit offences within the scope of money laundering. 

 

6.3 Employees should not conceal customers’ money laundering offences. 

 

6.4 Employees should not suggest to customers or persons who have business transaction with the 

Group how to avoid reporting business transactions as required by law. 

 

6.5 Employees should not disclose the reports of business transactions under clause to third parties. 

 

6.6 In case employees notice any suspicious behavior which may involve money laundering, such 

employees should report such behavior to their unit management and should submit the report 

of suspicious transactions in accordance with the prescribed regulations immediately. 

 

 

7. Protecting Group Property 

 

The Group’ s property includes its funds, premises and technology, as well as proprietary 

information or intellectual property.  You must use all such property for the Group’ s benefit and 

not for your own personal benefit. Additionally, proper safeguarding of these properties is required 

of every employee.  Your awareness of, and adherence to the Group’ s security policies and 

procedures are critical.  The Group expects you to be alert to any incidents that could lead to the 

loss, misuse or theft of Group property and to immediately report all such occurrences to your 

Corporate Secretary Office. 

 

Access to the Group’ s electronic facilities and systems are provided to you for use in connection 

with the Group’ s business.  Any other uses ( whether or not for personal profit) , except for 

reasonable and occasional use, is prohibited.  All information stored in the Group’ s facilities, 

including electronic systems, is regarded as the Group’ s property.  Please see ‘ IT Security 

Guideline for Users’ for further details. 
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8. Anti-corruption Policy 

FNS Holdings Plc. ( FNS)  realizes the importance of preventing corruption, conducting business  

with fairness, transparency and with responsibility towards the stakeholders, society and 

environment.  In order to attain good corporate governance, the Company has set up an Anti-

Corruption Policy with an intention to prevent all types of corruption, focusing on the education 

of all of the Company’ s staff including business partners to understand the purpose of the policy 

and intention of the Company. 

 

Corruption means any types of bribery and/or using information received from or provided by the 

Company’ s operation by offering, agreeing to give, promising, demanding or accepting money, 

assets, or other inappropriate benefits from the government officers, private sectors, or responsible 

person either in direct or indirect action so that person, his/her friends, and/or others could achieve 

either directly or indirectly an improper benefit in business or any improper benefit, as well as any 

act that is against the Company’s business ethic except the cases that law, regulation, rule, custom, 

tradition or business traditions allow. 

 

The guideline for practicing and rules about anti- corruption are provided in the Anti- Corruption 

Policy. 

 

 

 

9. Discrimination and Harassment 

 

The Group is committed to equal employment opportunity. The Group will not refuse to hire, nor 

will it discharge or discriminate against any person because of the person’ s race, color, creed, 

religion, sex, sexual orientation, marital status, or national origin. 

 

In support of this policy, the Group expressly prohibits sexual or any other form of employment 

harassment.  Harassment or derision of any nature is not tolerable, and will not be tolerated at the 

Group. 

 

Any employee who believes that he or she has been the subject of discrimination or harassment 

should report the alleged improper conduct immediately to the corporate secretary office. 

 

  

- Signed -  

…………………………………………………… 

(Mr. Vorasit Pokachaiyapat and Mr. James Marshall) 

 

FNS Holdings Public Company Limited 

 

Approved at the Board of Directors’ meeting 

no.1/2525  

on 27 February 2025 

 


